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1Abstract—Unmanned Aerial Vehicle (UAV) technology is 

being used increasingly for military and civilian purposes. The 

primary reason for this increase is that UAVs eliminate the 

risk to human life in difficult and dangerous missions, are cost 

effective, and easily are deployed. Developments in UAV 

technology and decreasing costs have increased UAV usage. 

However, when multiple UAVs are deployed, inter UAV 

communication becomes complicated. For this reason, 

communication in multi-UAV systems is the most important 

problem that needs to be solved. To enable communication 

among UAVs without infrastructure support, a Flying Ad Hoc 

Network (FANET) is used. A FANET provides UAVs to fly in 

tandem without colliding. To ensure coordinated flight, UAVs 

require the location information of other UAVs. In this study, 

we developed a common channel multi-token circulation 

protocol to share location information in multi-UAV systems 

that communicate using a FANET. The proposed method 

ensures that UAVs in multi-UAV systems know each other's 

coordinate information with minimum error.  

 
 Index Terms—Flying Ad Hoc networks (FANET); Mobile 

Ad Hoc networks; Multi-token circulation; Unmanned aerial 

vehicle (UAV). 

I. INTRODUCTION 

Autonomous vehicles are capable of making decisions 

and do not require a driver or pilot [1]. Unmanned Aerial 

Vehicles (UAV) are a type of autonomous vehicle 

commonly used for military and civilian purposes [2]. The 

applications of UAVs are constantly increasing. For 

example, UAVs are used for search and rescue operations 

[3]–[5], border tracking [6], observation [7]–[9], monitoring 

[10], [11], reconnaissance [12], target tracking [13], disaster 

management [13] and creating large-scale maps [14]. 

Completing difficult missions without endangering human 

life is the most important reason for this increase [15], [16]. 

In addition, developments in automation and detection 

technologies, and decreased costs have also increased the 

use of UAVs [17]. 

With decreasing costs and advances in miniaturization 

technology, UAV systems comprising multiple mini UAVs 

have been realized [17], [18]. Such systems are referred to 

as UAV groups or teams. Recently, with the increase in 

usage of mini and micro UAVs, UAV swarms comprising a 
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large number of mini- or micro-UAVs are becoming more 

common [19], [20]. With multi-UAV systems, complicated 

and difficult missions can be completed efficiently in much 

less time. In multi-UAV systems the level of autonomy and 

protocols to enable communication between UAVs have 

become more complicated. Thus, methods to facilitate 

multi-UAV communication are required [21]. 

To establish communication and coordination between 

UAVs, infrastructure equipment such as a ground station as 

shown in Fig. 1, or a satellite, is commonly used [22]. 

However, in these structures communication is limited to the 

area provided by the infrastructure. Therefore, 

communication between UAVs is limited to the coverage 

area of the satellite or ground station. In addition, UAVs 

cannot be controlled if the infrastructure does not provide 

communication. In addition to this, other problems also arise 

in infrastructure based methods. For instance, each UAV 

requires expensive and complex equipment to communicate 

with the infrastructure. Communication security poses 

another problem. UAV communication links may break due 

to dynamic environmental conditions, node movement, and 

geographical features. For example, obstacles such as 

mountains, walls, and buildings can block communication 

signals [15], [17], [18].  

A Flying Ad Hoc Network (FANET) is an alternative 

solution to establish communication between UAVs without 

an infrastructure. 

In the literature, FANET is the name of the ad hoc 

network that is established between UAVs. A FANET 

model is shown as an example in Fig. 2. 

 
Fig. 1.  Ground station-based communication. 
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Fig. 2.  Flying Ad Hoc network. 

A FANET is an effective solution for communication 

problems that occur in multi-UAV systems; however, for 

safe flight UAVs in a FANET must know each other's 

location information. To ensure that UAVs possess this 

location information, a laser based imaging Light Detection 

and Ranging (LIDAR) system that is shown in Fig. 3 can be 

used [23]. However, LIDAR equipment is too heavy for use 

with mini- or micro-UAVs and LIDAR systems consume 

significant energy, which reduce UAV flight time. In 

addition, LIDAR equipment is expensive. Therefore, an 

alternative solution is required to ensure that UAVs in a 

FANET can obtain the required location information. 

 
Fig. 3.  LIDAR technology. 

A token circulation-based approach is an alternative 

solution for UAVs to learn each other's coordinates. In this 

approach, a token package that holds coordinate information 

of UAVs circulates in the FANET. As the number of UAVs 

in the FANET increases, the size of the data in the token 

package and the number of nodes that the token must reach 

increase. Thus, the duration of token travel time increases. 

Consequently, UAVs may not receive accurate location 

information. To avoid this, travel duration is reduced using 

multiple tokens. Therefore, UAVs know each other's 

location information with fewer error. In previous token-

based studies, it was assumed that each token uses a 

different channel and that UAVs support such a 

communication structure [15], [17], [18]. However, in this 

study, tokens circulate through a common single channel. In 

this structure, the collision problem of the tokens arises. A 

second channel is used to minimize token collisions. This 

two-channel multi-token based approach allows location 

information to circulate in multi-UAV systems.  

The remainder of this paper is organized as follows. In 

Section II, a multi-token circulation system with a common 

single channel that enables UAVs in multi-UAV systems to 

obtain the location information of other UAVs in a FANET 

is explained. In Section III, performance results are 

presented, and, in Section IV, conclusions and suggestions 

for future work are given. 

II. COMMON CHANNEL MULTI-TOKEN CIRCULATION 

Multi-UAVs within the FANET require each other's 

coordinate information to make a trouble free and 

coordinated flight. In this section, the common channel 

multi-token circulation model that is developed to ensure the 

circulation of location information between UAVs in a 

FANET, is explained. 

The locations of highly mobile UAVs in a FANET 

change rapidly, and a token-based approach can enable 

UAVs to know the location information of other UAVs in 

the network. However, as the number of UAVs in the 

FANET increases, the size of the package that carries the 

location information and the number of the UAVs the 

package must reach also increase. Consequently, the 

duration of the token's travel time between each UAV also 

increases; thus, the UAVs can receive inaccurate location 

information. In such a situation, safe, coordinated flight 

would not be possible. Note that a single token is 

insufficient in multi-UAV systems if the number of UAVs 

exceeds a threshold. Therefore, increasing the number of 

tokens traveling in the FANET optimally, in parallel with 

the number of UAVs in FANET, constitutes the basis for 

multi-token structure. 

Increasing the number of tokens enables UAVs to receive 

more accurate location information. However, increasing the 

number of tokens may result in lost, delayed, or incorrect 

information due to token collisions. Previous studies, 

employed separate channels to prevent collision in multi-

token systems [15], [17], [18]. 

We developed two-channel model for multi-token 

circulation that is independent of the number of tokens. In 

this model, tokens circulate in a single common channel and 

are routed via a second channel such that collisions are 

avoided. 

The structure of the tokens with the UAV location 

information is shown in Fig. 4. As shown, a token comprises 

four parts, i.e., a unique token number, the source address, 

the destination address, and the location information of each 

UAV in the FANET. First of them is the area for token 

number. Because there is more than one token circulating in 

FANET, the unique value that is used for identifying the 

tokens are placed in that area. In the second area, there is a 

source address section that will enable the UAVs to find out 

from which UAV the token has come. The third area 

consists of the destination address that indicates to which 

UAV the token should be sent, and in the last area there is 

location information of every UAV in FANET.  

 
Fig. 4.  Token format. 
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A flow chart of the structure that enables tokens to travel 

between UAVs in FANET, is shown in Fig. 5. As can be 

seen, when a token is traveling in FANET, the UAV that 

receives the token will add its coordinate information. In 

addition, it will compare the data in the token to the data in 

its memory to update either its memory or the token with the 

most current information. A counter variable is used for this 

comparison operation. As the position information changes, 

the value of the counter variable increases, such that the 

coordinate with the highest counter value represents the 

most current location information.  

 
Fig. 5.  Flowchart of the proposed multi-token circulation method in a 

FANET. 

The concept of “overhearing” is also considered in the 

proposed method. Non-destination UAVs can overhear a 

sent token. Note that undirected antennas are generally used 

in wireless communication. With undirected antennas, the 

signal is propagated to all sides, which results in the 

information being transmitted to the target's neighbours. 

This situation can be considered an advantage. As shown in 

Fig. 6, neighbouring UAVs overhear a token even if they are 

not the target, and these UAVs will receive and store the 

information if it is more current than the information they 

currently possess. However, if the information they already 

possess is more current, they cannot change it because they 

do not possess the token.  

The bit error rate (BER) is an important factor that affects 

performance. BER is the proportion of corrupted or 

incorrect bits detected in the transmission of digital data 

[24]. We must ensure that the package sent from one UAV 

to another in a FANET is delivered correctly without 

problems. If the package fails to reach the destination or if it 

arrives with corrupted data, it must be resent. A bit error 

check is performed for each packet. The Rician fading 

model is used to perform a bit error check to calculate the 

BER. The probability density function (pdf) of Rician 

distribution is shown in (1) [25]. In this formula, A 

symbolises the peak amplitude of dominant signal,  

denotes the root mean square (rms) value of the received 

signal and r is the amplitude of the received signal envelope. 

In addition to these, the modified Bessel function of the first 

kind and zero order is representing by I0. The Rician 

distribution is generally defined as the ratio between the 

power of the dominant signal and the variance of the 

multipath components. This expression is defined by the K 

parameter when it is called the Rician factor as shown in (2) 

[26]. With the help of Rician model, BER is calculated as 

shown in (3). Eb/N0 denotes the energy per symbol to noise 

power spectral density ratio. Then, the BER value is used as 

the threshold value in packet transmission. The BER is 

calculated for all sent and overheard packets: 

  

2 2

2

20
.2

,
2

r A

r A
pdf r I

r
e 

 

 
 
 
   

  
 
 

  (1) 

where 0, 0r A   . 

  
2

2

10.log ,
2

A
K dB



 
  

 
 

 (2) 

 
 0

0

1
.

2

b
b

b

K E N
P erfc

K E N

 
 

  

 (3) 

 
Fig. 6.  Overhearing UAVs. 

Packet transmission time (PTT) is one of the most 

important parameters to determine system performance in 

the proposed token-based approach. In communication 

systems, transmission time is defined as the elapsed time 

between the start of sending a token and the arrival of the 

last bit of the token at the target node [27]. Two basic 

parameters are used to calculate the transmission time, i.e., 

packet size and bit transmission rate, as shown in (4). To 

make the analysis of the latency time in the network more 

understandable, the packet delay (DT) is divided into a 

sequence of node delays. The equation (5) shows the 

formulation of the delay analysis. The time that a node 
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spends processing a packet is called a processing delay 

(Dproc) that can be neglected as it is considerably smaller 

than the other delays in the equation. The time it takes to put 

the entire packet in the communication media is called the 

transmission delay (Dtrans). The equation (6) shows the 

calculation of the transmission delay. Here, the transmission 

speed is denoted R and the length of a packet in bits are 

denoted by L. Another delay parameter is the queuing delay 

(Dqueue). Queuing delay is a latency that the package is spent 

waiting on a node. Here, lqueue is the average length of the 

queue. In the communication media, the required signal 

change to travel from one node to another is called 

propagation delay (Dprop). The propagation delay is 

calculated as shown in (8). The parameters used in the 

formula are the distance (D) from one node to the other node 

and the propagation speed of the medium, which is a 

constant value used to calculate the transmission delay (s) 

[28], [29]. As shown in (9), packet delay (DT) is added to the 

packet transmission time obtained by (4), and the packet 

delivery time (PDT) is calculated: 
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While token circulation occurs in the first channel, small 

talk packages circulating in the second channel prevent the 

tokens from colliding. In the second channel, three different 

packages are used, i.e., Clear to Send (CTS), Request to 

Send (RTS) and Not Clear to Send (NCTS) packages. A 

flowchart of the algorithm developed to minimize token 

collision is shown in Fig. 7. The token holder UAVs 

determine the destination neighbours to send tokens to 

according to the talk packages in the second channel. First, 

neighbours are determined using the adjacency matrix of the 

UAV holding the token. In this phase, neighbours are 

eliminated by means of the talk packages in the second 

channel and the proposed method attempts to find the best 

target UAV. Neighbours sending CTS, RTS and NCTS 

packages that are overheard by the token holder UAV are 

eliminated before sending the token to avoid collisions. If 

the UAV has overheard that a neighbour has sent a CTS 

package, it eliminates this neighbour because it is taking 

another token. When a UAV is emitting an RTS or NCTS 

package it cannot receive another token. After this 

elimination, the number of neighbours is checked, and, if 

only one neighbour remains, the token is sent to this 

neighbour. If there are no neighbours, a token is hold as long 

as the time of token sending. If there is more than one 

neighbours after the elimination process and the source 

UAV from which the token is received is also in the list, this 

source UAV is eliminated to ensure that the information in 

the entire network is current by routing tokens in different 

directions. 

 
Fig. 7.  Flowchart of the algorithm to avoid collisions. 

 
Fig. 8.  Example scenario of the proposed two-channel multi-token 

circulation model. 

An example scenario of the proposed two-channel multi-

token circulation model is shown in Fig. 8. Here, K knows it 

will obtain or overhear the token in the next step because it 

heard the CTS package. Thus, it sends an NCTS package to 

L who wants to send it a token. This avoids a possible 

collision in the next step. At this point, tokens circulate in 

the FANET and avoid collisions. 
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III. PERFORMANCE RESULTS 

The parameters used in our simulation environment are 

shown in Table I. The simulation results obtained with these 

parameters are shown in Fig. 9. 

TABLE I. SIMULATION PARAMETERS AND VALUES. 

Parameter Values 

Number of UAVs 10, 20, 30, 40, 50 

Number of Tokens 1, 2, 3, 4, 5, 6 

UAVs Speed 5, 7 u/s (unit/second) 

Flight Topology Grid Topology 

BER 10-3, 10-4, 10-5, 10-6, 10-7 

Communication Range 5 u (unit) 

Channel Transmission Speed 11 Mbps (Megabit per second) 

Duration of Simulation 60 s (second) 

Channel Type Channel/Wireless Channel 

MAC Type Mac/802.11 

 

The average error results obtained with varying numbers 

of UAVs and tokens for UAV speeds of 5 u/s and 7 u/s are 

shown in Fig. 9(a) and Fig. 9(b), respectively. As can be 

seen, the BER value is 10-5 and the communication range is 

5 u. When the number of UAVs is greater than 20, the effect 

of multi-token circulation is clearer. Thus, by increasing the 

number of tokens relative to the number of UAVs, the 

UAVs can learn location information with fewer errors. 

Note that as the UAV speed increases, the error rate and the 

effect of multi-token circulation also increase. 

 
(a) 

 
(b) 

Fig. 7.  Average location information error: a) UAV speed: 5 u/s; b) UAV 

speed: 7 u/s. 

To ensure safe flight, UAVs should know each other's 

position with minimum error. However, the error rate can 

increase due to various conditions. For example, some 

tokens cannot be transmitted due to collisions. In addition, 

incorrectly transmitted tokens should be considered. Such 

tokens cause repeated sending. In such cases, the error rate 

can become very high. Figure 10 shows how re-

transmissions of tokens and collisions affect the average 

error rate. Here, the number of UAVs is 30 and the UAV 

speed is 5 u/s. This graph shows how different BER values 

affect the results. 

 
Fig. 8.  Effects of BER on average error. 

When the studies in the literature are examined, there are 

very few studies that use the token circulation method for 

UAV communication in the FANET. In previous studies, 

token circulation was used to provide code assignment for 

channel access [22], [30]. In these studies, code information 

that is much smaller than the location information is carried 

in the token. Since a small amount of information was 

carried within the token, the use of a single token was 

sufficient [22], [30]. In the developed multi-token 

circulation-based method, location information is carried in 

the tokens and as the number of UAV increases, the size of 

the information carried is also increasing. For this reason, 

we developed a multi-token-based method to circulate 

location information in the FANET. Thus, we have 

proposed a method that can be used outside the GPS and 

LIDAR technologies to learn position information of UAVs 

in the FANET. 

IV. CONCLUSIONS 

Multi-UAV systems have been developed to increase the 

likelihood of success in high-risk tasks. With multi-UAV 

systems, difficult tasks can be completed safely in less time. 

In addition, communication between UAVs in multi-UAV 

systems is an important issue. In situations where it is 

impossible to provide a communication infrastructure, the 

FANET structure plays an active role in providing 

communication. After the problem of communication with 

FANET is solved, there is a need for a structure to exchange 

location information in FANET. To realize coordinated 

flights in multi-UAV systems, UAVs must be able to obtain 

the location information of other UAVs in the network. 

In this paper, we have presented a new method that 

enables UAVs to learn each other's position information in 

the FANET due to multi-token circulation. 
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In the proposed method, tokens carrying location 

information of UAVs circulate in a single common channel 

in the network and a second channel is used to prevent 

circulating tokens from colliding. Thus, with the two 

channel structure collisions in multi token circulation are 

avoided. 

In future, we plan to extend the results obtained in this 

study to the GNU Radio platform. In addition, the results 

obtained in the simulation environment can be realized 

practically using software-based radio technology.  
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